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vuildszuvaamnedidnnsedndvedsmerunausned tiewesuns doya toau
sUnw viiedsduln Geidnwartarefassaudufny anuiunsesusema ngysne
vilusioamTunszmngnid viensenusionisiudunuveslsmeuialiedg
paeaudunssunuglinudunuiiuuinmsvedsmeunal ey
vuglduimahieganvnedidnnsetind Widlusmsnudiuyana 1wy g3fadush
TdatnsinSetnedsnuesulad Wudu wmnasanuhiinsnszidenan itedndives
Ivnediannselind visedvealduinis Wudsulinveunisnseidiena
vhunsgyhnssuitazairsdgmilumsldninensvesszuu 1wy msaiisenmunegnls
(Chain mail) NM3asaavEnesILIN (Spam mail) Msdsnmnesiawiie (Letter
bomb) Msdsaavsnetiienisunsnszaglaidaneufiames sy
vhudadeyatmanssuiuanuduredsmenuiaussdglifuyaraduvionisenud
lLiferdesiunshevedlsmenuiausedg
nsasdeyarasiiunnudulsmenausedy mstinadrsfatoyatmansi
wazlinisszynudfgueeyaadumdossmunedidnvseting
ndnnisldnussuvanmnedidnmselindiaSaiu aaseananszuu (Log out) ynas:
nsdlléFumsdoasou oo vidonuwmduliveusongrine veanuaviigyiing
BN w%asxd”umiu%n’ﬁ%"mi’nLLdﬁjﬂﬁﬁamuﬁm WlevinnsaeuaIl wagmsI9dey
A

mnlduinswumsnssshillsivngan itedhdnenisnsgyiemnuiia dieduly
Tsmenvnausisdg udauzudluidemnsnsiundauisuaeslsmenuialsnedy
nansgitilag Afeatostumamsund flusluuuvesanmnedidnnsoting was
Teumavowglduims Tidodumanssviiegaelianusuinveureslduimanindu
Q’fﬂLLaszUULL@%IN‘WawuwaﬂiﬂﬂﬁQIﬂﬁfiauLﬁ'm%@ﬂmS]

5. msmuaunsiiisleyauagsEuuaIsauma (Access Control)
nsldanuszuuisevievedsmeIuIaus AT

TgUszasd

wWetmussnasnslumsldnuszudumesidmiuszuuieietneveslsmenuiaUsiedy el

\RnUszavsnmuasianusiunsUasndy waziiteliigldnuimunszmiinlunsldauivled

P99 NUTEUULATOUVRILIINEIUNaUTIAY

WU UR

1.

SUESAUNANIINTHNNG ADINNUALFUNIINTLTDUFDIEUULAT DU N BN LTI
syuUBuWesLiln lngdesussuusnwinuasnsie laun Firewall #se Proxy {udu



2. inFesmenilumeivedlsmeuialedg Aewhnsideusesyuuiaietne dedinig
Anslusunsutioatulfauasyinnisgaveduivesszuudjiinisneu
3. wdsnldouszuudumesidnaiaud Tldnuvhnstadvusnwesiiedesiums
inldaulneyanadu
4. finudonirfuvadoyanudnsildunmihiienuiuiavouiiieussansammues
STUUAR e IEkAEANLUADA B YRl T INE VA UTIAT
5. vhugldnuliamedeyaddyidumiuduressmenuiadsedg sniuduluny
waninaeinsdawesgradunanisvedsimeiuialsnedn
6. ldfpsszinszTinsnnianlusunsuldaussuudumesidn desmfsnisaniilvan
Weusuuslusunsusingg seadululngliazidndvavividoninddumatiyan
7. flinuiivihiinseaeunnugndeuazaninideiievestoyanoufiunesiioguu
Suwesilianouthluldau
8. flénusediliiefetedumesidnvedsmeauiedg ieuselomiludegsi
daui uasdhgiiulasiliangan wu duledideefassusu duleiifidon
Wusvrennuiunsesn@ maun wizamndese Uiuladfidusvsodeny duled
aunewas Judu
9. Flénuazdeddszuvdumedidniessuuinietisasuiiunes ludnvagiliduns
avidiavasynnadu wavasdediineliiinaudsmeduselsmeiuiausady s
ededlinszyhnisladudninennufinmunses1sdyaiidhensnsgyindentu
poufmes vidongruneiiistedasdnue il msldszuudumesdafions
U iRuvedlsmeuiausdglugnnsd pﬂ%@m%ﬁawﬁﬁ’amm%umaunwﬂgjﬁﬁﬁ
Tsmegunausedgivunlisgnanseasn
10. FeuftRdmiviisuAnsouguatnugithelutianatagusiiy
1. {isufissouguatnuginelutasnantagtiusihduiiasd fedoyadield Ghananiagou
yanefsungyimssnw i)
2. nsdliigthetremdesiauedlaild vievmmad FedldsumnuBugonngdlunisinyiuay
ihdstayarUe
3. fiusausmdeyadihewiiidnu
4. Maindeteyadthe vasindnwiunmg viietinfnwiinUsvaunsal deseglunisiiugua
vosflAns Alsamenuianeuneoguasiain
5. vuthdeyavesitae Tumeunsliyanad 3 ns1u Tnglildsuanudusenaniiivesdoya
6. MngAURRTBURUAsIWIEE Foamsithdisteyagiasusntasiantagdu ivhmssnw
Fowhwilsdeidudnualdns lWsueugnangdruienisismeuialsed WA
dnisdeya vieldtoya mufrnUszasdiildudal vy valduenmileTngUszasd
7. nsdltindnwiunmg wiethAnwilnuszaunisal AFesnsdeyaiitielutinwonansd
vi3evhseu mavedeyadita FedldnutngUazasdilaudslivindu Fuldusninte
Inquszasd liiszydeyaduyana 1y Jo-ana, sUie uazdesimideldudnuaisnusve
BUAINIINFIIWILNLTINGIWIAUTNAT
8. nstltinAnwiwnmd vietinAnwinuszaunisal desnisidnfsteyadUae deslasusugn
MnfBrenslsmeunaidionduniieu waveglunisiifuguavesiides e
UeUMINYREAATIASA
9. ffisuiinveuguasnudthe fmthilfestesiuguadnulismnuduynea 1y
Fo-ana, JUdeiie, Usonvsdou uazmnugndes mnundesldvesioyanasnau
nansvsidouvesiiy



10. FugFufinseuguasnyftas weuns shdiun dea Wasuulas auiia vdevhane
toyarthelunvszidounarlussuuaauiunesnnnstiuenaintauteunngly andunis
PNFOWIENILIMNEUIUTNAY

11. msdedeyaiUaelviiuyamninigluanunerviaieriulidiiiunisiaensia wu
Lil#lvigtheduienvssdouangauinisvildusgadug

12. vhadsteyagiaelnglivoammsiilivanzay Wy dmna LINE %38 social media Bu
13. luaumﬁﬂ,uNaumwamummmuLaﬂiﬂﬁu Wasusviahudlofafmuananditdy

14. shanjiesesaeuiianes gunsalduq swdsgunsaiiniiuteya 1wu CD-ROM, USB
Drive, External Hard Disk Qﬂﬂimmiaﬁma WU Hub, Switch, Wi-Fi Router “1a= 3J’1L°UEJ§JG1'8
fu iedesmeuiumesuasruuinTeteveslsweuaUTAgenLulssUB Yy man
HE1N13

6. miﬂ’mﬂmﬂﬁvﬁ'ﬁﬁﬁ%y‘a (Cryptographic Control)
= TngUszasd
ileruauyarailifefesilidnfe a1ef wieudluAsunas deyavdensvinnuvesszuy
ansaumdluguifilddsunamhitiedes
LI UR
1. nsusmsdansteya

1. Fosfimatadisutunudy desdinautsssavvestoyaniunishuazms
InanuaNudgYeItea MyuaIsuIMsiansivteyausazuseian
uwdsimuaIsuiRiuteyadunieteyadidgneunisenidnusenisi
ndusnlglul

2. m3SudoyadifnrussuuaseYIgasITae fadlasunisiingia
(Encryption) ﬁLfJummgma’ma 1wy N15lY SSL(Secure Socket Layer) N3
14 VPN (Virtual Private Network) 1usiu

3. ﬁmﬁmmmimuqmmmgﬂé’fawaasﬁ'a;ﬂaﬁ%“mﬁu (Storage) U1 (Input)
Uszanana (Operate) Laglansua (Output) ELuﬂizﬁﬁﬁmﬁmﬁwﬁaaﬂaLﬁmﬁu
1$wanedl (Distributed Database) wefinmsdafugdoyaiiiinuduiusiy
AosinsmualvdeyaiininugnasinsuIunseiu

4. mstesmsinunanuaeafeteyalunsdiitieiesnesiamesesnuen
fuiveslameunausad] wu deou WWudu vievhaneteyaiifveglude
Juiinneu

2. mseuRuMsRmuadsglFnu (User Privilege)

1. desmuunsiitisdeyauavgunsallunisussinanadeya laedsdansly
nuuazausiuasasadtlunsldnussuuansauma fvuangunasii
Renfunseuaneliidnds dvusdvisiiteligldnuluynseduldsud ihla
waganusaufiRnuuumsiidinuslaeiniadn wagnseuiindanudidy
Yo sinmausiuasUasnfovesszuvasauma

2. doatmundvsnmslideyauassruuansauma wu ansnslilusunsussuy
ansaune (Application Systern) dvisnsldaudumesiidn Wusu Tiud
Fdnulimnzautunihiuazamiuinveu Tasdedlsidvdlanswiniidniu
mesﬂgumu’m LLav"Lmummmu%a‘umnwummwmmﬂumaaﬂwm
o3 mwwumuamﬁmﬂanaEmamLaua

3. Tunsdifmmdnusodld User ifansiie dosiinisauaumsldnuetis
$anu vieil lumsfiansandinisaauey User fifidvsfaudanuianuifivme



e kit Ismeuaunedgarldtdadedsenounisinnsanluninsiy
Aastaluil

D

= anldSurnuiiureuanngiisnunanig

= ensmupumslinuveslinuiiiavifimvesadunn 1wy $iin
mslfnuanensdsndumidy

= Astmuaszezanslieu wagssfunsldmuiuiidlony
JYULLIANINATN

»  asTimsAsusiimiuediansinia 1y nn@%@mé’mmmma‘inﬂu
Tunsldnu sielunsaliimusnduseddmuduszosnaniu
mswasustariunn 1 ey 1usy

4. TunsainhifimsuftRnuegiiviniaiesreniiames deslunnsnistiosiunis
Tinulaeyeaduiifilsfansuazvindiieitos iwu dvuslsiglénusenain
szuUI (Log Out) TuthananiiflfeguitRnuiivinedesneuinmes 1Wu
A

5. Tunsdififimmsnduiigléoudaiudwestouaddyinisliavsgldnume
duliianunsadindavidoutluasuutastoyavesmuiesls 1wy n13 Share Files
Hudu aedondunslidviianzevionmengusiiu uasdownidnnis
Travdsananlunsdifilifinnudnduuds uaziiruesdoyadesdivangiunsli
avsdanan uazdeatmunszezannslin wagss fumslinuiuiidoriu
JLULLIANNNAN

6. Tunsdlifamudndudediaviyanadu Wilavslinussuuasaumeuas
szuuidergludnunuzanidurietaasm doalltuneunieiBUATR uasdesd
nsvgaydinngisunainiiynads sufinmmrauasarudidu mudeios
fvunszogiansldny wagsefunislinuiuidleiussesnaidngn

3. msmuaunsidnula@sederdldnu (User Account) uazsiaru (Password)

1. deslsruunmadeuinuaiuaraninadilinuvesfléanu (dentification
and Authentication) feulingssuuasaumansnnuifivsme 1wy fvun
sarlinuansaiae sy wazdearmunlildeuunazsiadl User
Account \Humesmuies el nsfimsantinmstmunsiasuiianuenud
nsmaaznsmuaunstdetakiudiausnnuvieliit Tsmeiuna
UsiAdarlitafedweluivssneunsfisrsanluawe

= msdwuslvistaidamueneaunis Sunnsgiuanalagdin
Tngjuuzahlsfimuendus 8 fdnws (Alphabet + Numeric)

= anlddnussfiveudszneu wu s < > $ @ # WJusu

» dwsuldnuiilu mswdsusimiuedaosnne 1 ey du
;ﬂ%&wuﬁﬁﬁméﬂmw WU {3ANT53¥UL (System Administrator) kag
Hlfadidasnfuszuy (Default Usen) s ensiuasusiasin
pENUBLNNY 2 Loy

»  lumawisustakiiuusiazads ldastmunstainulmlvdveadu
3 ﬂ%ﬂ%ﬁﬂ?jﬁ

= ldpsivuasiaruegraduwuumnn vseammladiy wu
“abcdef” “aaaaaa” “123456” “password” “P@ssword” 1Jusu

«  limsdmunsiariuiiRedostugldnu wu Fo uwana u ey
Ui oy st

limsmunstaruuihdwifieglumaumynsy



. maﬁwumﬁwmuﬂ%u’ﬂﬁaauiﬁ%ﬂ%mﬂdsﬁamuﬂﬂ (Logon Attempt -
Retires) Sdlumaufulneitaluliiogil 5 afs mnnnsldsiaruiin
Ausundaisiueliszuumuielusunsuay ey nniess iy
nsldau

= AsIEMdndesiaruliungldnuegesanuuazUaendy Wy n1s
TdvesUantin Dusiu

= duildsusiminluadiusn (Default Password) vialdsy
starlval AsAsusiarudulagiud

= Alfnumsiusiainuliluanudu liesaaldnszanvidafald
wiinedos vl lunsdififinisarsdaiaulneyaeadu flénuans
Wasusviahulaeviui

= dwsunsalgldnuinmsldnunuiudnuae Shared Users Licenses
wWuszuu SAP WWudu medguasziinsudadieudfuRaveunisldeu
Tvhmawdeusiarhulunadiszuveuiu defimadeuutas

vosyldnuludain
2. #odlszuunsidnswa (Encryption) Indfiusiasuiietesiunisaisivie
wiluudguudas

3. fowmsaseunederdlinuvesssuvauddyedisaiiaue uagduiuns
mwaauﬁ’zy%iw86’?‘5@sﬂ%@mﬁﬁlé’fﬁ?{méﬁmuixwLLﬁa wu Jadsedeves
FUATRNUTaeenud Talsedeiiinufustuu (Default User) iusiu
wdeuesrfunsldeniaeviuiiiionsiany 1wy Disable avsananszuy 1ise
Wasy sWariu WJudu

7. msaseanutiuaslasnfuaiunienntazaninwinaes (Physical and Environmental Security)

TonUszasn
nsmuRuNsiitesnvissrudnatideya (Data Center Room) fiinguszasdiitetlosiuillyiynna
Alsifgrnamhitiesdeadngs awd udludsuwas vieneliAnanudemesedeyauay
szuunauiames dumstesiumnudemeiingUszasdiiiotesiullifoyauasszuy
poufuneslasueudemenniaduannmndouiefeitiseg Taefidomeseunqy
\Renfuinmansaueunisidnesn Data Center Room Wazszuudesiuanaudemesie 1
Lsaneu1auseAgAIsdntiiniely Data Center Room
WUINIUL TR
1. msmunuviasgudna1sdeya (Data Center Room)
1. desiniiugunsaineniinimesfiddny 1wy idesusidne gunsaliedevie sy
131 Data Center Room wi3efiuiivasinu wazdostmusdvsnizdionn
Data Center Room liflawzyanafiivinfiiades 1y gouaszuu sy
2. TunsdlyarailiiimihiiAeiteaszd erefimmwdnduseadiesn Data
Center Room Tuunands fAresfinsauauegnainny wu fuualiiifpus
s3Uv waz/3e JUTRLAATes muauguanisvhnusasaan Wudy
3. deaflszuuiuduifinnisidnesn Data Center Room lagduiindsnandedl
eaziBeaiinfuiuanauaznaiiudiesn uazastinsnsaaeutuiin
fsnaneesasiiaue
4. A3390 Data Center Room Tiludnaau wu wisludiuszuuniotny
(Network Zone) dhuiniasnsuiinimesusidne (Server Zone) drulpsosdses
511 (UPS Zone) drunummaiiadasdrsosiadl (Battery UPS Zone) iusiu



iennuazmnlumsufoiRnuuasvilinisaugunmadidsgunsel
ADUNADTAIAEYANE fiuszAnsamanndu
2. mslesiuanudeniy
1. szuuleaiulnlng
= diosfigunsalifeulwlvsl 1wy wedematuatu infesnsaduaany
You sy tietlestuniess Tumalnludiléviunan
= Data Center Room MaNABINTFUUAULNRMUUSHLWTR drmsuaud
oufiumeidises egnsossoadifuumdaielddmiunssumas
ludesiu
2. svvudesiulwihdndes
= doadiszuudestuiilinenfwesliiuaudemeninalline
vaanszuabnih
= fosdivzuvdsednihdmiussuununeuimesiidfy uasszuy
in3etnenoniines telimsdudunuiimusioiles
3. SpUUMUANRMNgINAYANTY
- Fosmuguanwiandeslilgumgiuaranutuiinngay laens
s?mu’aqmm:ﬁLﬂ%‘laqﬂiuummmazé?ammm%uiﬁmmsmﬁ’uamﬁ”ﬂwms
(Specification) wesszuuAsLiAes LosnszuuAsLfInoiea
ﬁwmﬂmﬂﬂamEfLéfaﬂmqmugﬁﬁam’m%uﬁlﬂmmxam
4. svuuifoudernd
- lunsdififinsenseduiiues Data Center Room Ltefindaszuu3y
01 Sataduansiuaz/vide aeiaTernefuas mshindaszuy
WousmhHusnndiiviediiedestuniessfumathialdtunan
10 Data Center Room segluanuiififinnudesiofothia aos
wifudanahiithiwteliegsasinaue
8. m¥nwanuiuataendslunisufoRmuiiieadesiuszuuaisauma (Operations Security)
= IngUsvasd
wielinsufiRnuivszuumsaumaveslsmenausdgiuluegisgnieuasiuaaensde
Jestunmsgamevestoya uarlasunisuntesnlusunsulivssasdd
= LWINeUUR
1. davhaflevieduneulfoinuieatussuvasaumaiiddyvedsmeunaUsedg
iletosrumnuianaialunsUfoRausumsaume
2. fvusliimsmuaunsiAsusUasansauma Wy dosfinisvosydfangdadutiy
fAaudnuiuns [udu
Fosinsdsesdeyaansaumanounsiuasuudasasaume
AsRnfasEUU e TITADURRIANSHENTIOITFULANTAUNA LU CPU, Memory,
Hard Disk Tilsswevielsl uazihdeyanisnsiaaeuinnuuninsununsifismioan
ninenslusuian
5. spuufiiinnudndiygs AsuenszuumsiaanaInszuUnsiuINTese Liledearu
mswasuuvasteyalaglailisueyam
6. Fesdhmatoya dnszduemud ey dvuadoyadidesnsdisesuazauilumsdises
Joya
7. doyaimuddygs desdnliiimnuinisdseannn wavasinliiimsdisestoya
AMeUBNlIMETUIAUTNAY
8. Femeaouanwwioulfnusruudisesossruuamaune ogatiosdas 1 ase



9. feaumsnisUesiulusunsulaiusyasdn wu

»  IedesneNmesduyARaTTeIATBReNTaImE S LUUNAMId YRR o
\HeureszuuintetnevadlsmenuaUnedy dosakilusunsutestulada
wazgavodlnivesszuuUuRnsuazivius s

»  ldnudesing Update szuvdfinisuasTsunsuiléonu Aldfinseon
Patch wag/v3e HotFix againaue lnsannsnamidlvananivladives
Wwesmansusiiiowd e

= TunsSudsdoyaneuimasimumediua gdewmsiaaaulida Inelusunsy
fosulafanounissudsdayannas:

. pﬂ%’mué’aqamﬁgﬁ%aWﬁLLﬁﬁmﬂidwmmaﬂi’mﬁfﬂé’%’mm%ﬂﬂﬁmﬂéfmmi
amé‘?qsnawmﬁguuaﬂmﬁamﬂﬁiﬁdwawvwaﬂiwqﬁdLm‘%smbl,”ﬂﬁ ABALIIU
ansAuAIN SIS RonTde A IUaenfanounshnd

9. msinwmnusiuacasafeiunisdemsteyamsaumariuszuuinietisnouiines
(Communications Security)

= Ingusvasd
dietlestudeyamsaumalueiotneainyana afa sausts Malicious Code sneq flvidhamia
A5 AN BT BYANTONNTYINNUYBITEUUEN TN

LRI VRN

1. mMsuimsdanmsemusiunsUaensuvesssuuniotne (Network Security
Management)

1. fmuansmusunsiiifeszuuieieteliiimnutiuacasnde

2. dosdnuiaedetieseningldnumeluasilineueniifasedulsmenua
Us9AY

2. msaelewdeya (Information Transfer)

1. dewndunsdnivennasdmiunisareleuteoya (Agreements on
Information Transfer) lnednfisflannusiunsUaenfovesdoya uazigua
szuudesmuaumsUiiRnudug iamuaeededa 3 fu fo nisinw
AU (Confidentiality) M3$nwiAgnABIastoya (Integrity) Wagn1s
Shwaundeuiagliusnng (Availability)

2. sedimsannuludyanseniidsmeruialsndguasmiienunieueniiag
Lidamenuduredlsane1u1aUseft (Non-Disclosure Agreement: NDA)

10. N139AMT Wealun LLas@jLLa%Jﬂwﬁzuumiaumﬂ (System Acquisition, Development and Maintenance)
= ngusvasd
nsmuauMsaL vieuluasuulasssuuansaumeifngussasdiite sz uunu
oufmosldsumsitau ieudluvdsunladimsuszinanaiigndesasuiu wasdulua
anudisvesldau Fudunsananudesinu integrity Risk Tnefitlomazouaqu
nszvruMan vieudluAsuulasiundududddiinsdemeauimnhsuunuilisu
nsaumieuludsuuadluldnuaie
= LWIUfun
1. msiduneunieisuiiilunmsiaumientlulisudassuunuuaednuaisnus
Tnveghatlosmsiidetmunieniuduneulunisdose fumeulumsimuwdoudly
Wazuudas dunerlunisvageu wastuneulunisleudheszuuny
2. msitupourdeisuicRlunsdffinsudluddsuasssuununenfinneslunsd
ankau (Emergency Change) wazaisiinstuiinumenaninudwlunazveoyd@andd
Srunanthiiynads



3. msfemaintuisazBeavestunoudenanliildruuasyanaiiieadoddiunsu
o wioussaruaulslinsURdRm
nsmuAuMsWAN vioudluuAsuulasszuuau
1. M33039
- msdeweliinmsianmioudludsuulassuununeuianes deadnviilv
Wuanednwaldnes Ineoradu Electronic Transaction wu Bia Wudu way
Ie¥uoyiRnngirunaniig wu shvthdrunuideswe ieriuinyeu
szuvansauwme lusu
= msiimsussfiunanssnuresmsiaeunlasidfaduanednualsnus il
AuNSURURMU (Operation) seuusnwanudasnse (Security) wagns
197U (Functionality) Te3szuunuiiisades
= msERUMUNINATIvemMINTIALITe iesnmsudluAsundasly
MAENIADENANTENUADNITUH URAMUNYNAIIVBINITIYNIS
2. mMsuuRNuITmUsTUUIIUY
= Fosmvwendruneuinnesifilidmsunmsiannszuuau (Develop
Environment) 88na1ndauiiléanuass (Production Environment) wa
munuliimaidsemediifededuutasamindu fad nnsudawendiu
FanamenauUdagliiedemeuiuneinuasaies viewldaemsdniels
melupdesnoufinnedifeatuils
. Q’ﬁ%’awa 'imﬁgasﬂ%muﬁlﬁwﬁ'aq mstdusmlunszuumsiauvsouly
Wasuwaadieliimussuunuldnssiuanudenis
= psaseutniesEuuShwANulaonse (Security) Lagl@ngsnNINAITYINaU
(Availability) vesszuvnususlutaasuduvosnisiaun niemsudly
\WasuuUas
3. MIMAdeU
- fiifemouaraumsaumasnue Tl uduiifdestosiian
sulunsnedeu Wisliilaiszuunuereuinmesildsunsim e
uluwdsuutastinmsvhaniidussavsam fnsuszananadigniosnsudou
wazdulumuanudesnisteuiingleudneluldinuass
4. msloudreszuunuiielfiuae
»  rawmsideunisleudiesruuanlvigniesnsuiuaLe
5. mMsdarhenasuargazidenUsEnaUNMINAILNTE UL WagdaLiU Version ves
seuUNUTlETunsWaIL
«  desdaliinmsiudeyaseasBonifuiulusunsuildeglutiogiu dad
swazdeaieafunsiau vieudluasunuasiiiumn
- Fosiulgnenanstssnoussuunumuandnfildwanvioudle
Wasuwlaadieliviuasivogiane 1wu lenansuszneusvazidunlasiaiig
foya Afleszuunu vedeunederiandlénu sunounisvhoumedusunsy
way Program Specification 1udu uazdesdafiuienansdnailufivaende
uazazaINson1slgau
- deadaiulusunsy Version Aeumsiannlildenlunsdlil version Uagdiu
Maulanaianislianunsaldauls
6. NINAABUNAINITLHU (Post-Implementation Test)



= asfvusliinseaeuszuuuildTunsian vieudludeuudas
vdanildlinusseenils ieliiilainnsinuiussavsam s
Uszaragnaesasudou uazdulumunnusainisvesdldnu
7. msdeansmsiasuuuag
«  fosdeasmsiasunadliifldoniiAntesldiunsvegaifaieli
anunsaldauliegsgnies
11. mslgusmsseuuasaunaANgsuaiunig (T Outsourcing)
= TngUszasd
iWedumstlesiudunindvedsmeaumsdgiiiiniathislag IT Outsourcing uazdinis3nw
Idasziumnusiunsasnsts uazsedunslruinmsmuiinnasiulludennasnsliuinng
= UUIUGUR

e 1 A
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